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TDP Novell partner and developer

www.groupwise.cz
www.cealogs.co.uk
www.tdp.cz/downloads
www.zfcr.com - old but nice
www.securewinbox.com
www.keyshieldsso.com

http://www.groupwise.cz/
http://www.cealogs.co.uk/
http://www.tdp.cz/downloads
http://www.zfcr.com/
http://www.securewinbox.com/
http://www.keyshieldsso.com/
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Optimized Java Engine
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Comfort and useful Admin Console
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LDAP browser for easy troubleshooting
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Log debug level setup and online view



Technical Solutions Training

Yellow message –> all client platforms
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Embedded Apache DS
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SSL, AppKey, Win client installation



Technical Solutions Training

As many as you need – eDIR, AD, LDAP
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Win, Mac, Linux, iOS, Android, BB
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REST - fast, secure, easy to implement
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All directory user sources supported
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SAML 2.0 multi instance
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eDirectory specific – user net address
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All directory user sources supported
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Server provided Radius Accounting
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It looks like a mess together 
but it's easy, elegant, effective 
and fast
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KeyShield SSO

Q/A
vsamsa@tdp.cz
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